
 
 

 

 

Employee Data Privacy – Austria 
GDPR Related National Laws & Modifications 
 
The European Union’s General Data Protection 
Regulation sets a common standard for protecting 
personal data across the EU. It also allows 
member nations some flexibility to create 
additional provisions and limitations. Some 
examples, which may impact HR teams, include 
the ability for EU member states to: 

• provide “specific rules to ensure the 
protection of…employees’ personal data in 
the employment context” (Art. 88); 

• limit the transfer of “specific categories of 
personal data to a third country or 
international organization” if the country (or 
international organization) is deemed not to 
have adequate protections in place (Art. 49, 
(5)); and, 

• “determine the specific conditions for the 
processing of a national identification number 
or any other identifier of general application” 
(Art. 87). 
 

Derogations in Austria 

The Austrian Data Protection Act includes a few 
provisions which can impact HR data processing. 
This Act, in conjunction with the Collective Labour 
Relations Act, sets requirements that relate to the 
processing of employee data. Under the law, data 

controllers as well as 
data processors must 
have employees 
contractually agree to 
only process personal 
data for specific 
purposes, and to 
ensure data secrecy. This is usually done through 
a short confidentiality and data secrecy 
agreement signed by each employee.  
 
In addition, some provisions are especially 
relevant for employee control measures (e.g. 
CCTV, IT monitoring, location tracking, 
whistleblowing hotlines, etc.). Employers are 
expected to notify the works council (if one 
exists) of any personal employee data that is 
being processed automatically along with any 
data that may be transferred. Further, employers 
may need to get works council approval before 
processing certain employee data and may need 
to give the council permission to view employee 
data for inspections. Individual employee consent 
is required if the works council will be inspecting 
the data of an individual employee. In cases 
where no works council exists, employers must 
obtain employee consent to implement control 
measures and technical systems which affect 
human dignity (such as: CCTV, IT monitoring, 
location tracking, whistleblowing hotlines, etc.). 

 

 
 
Last updated February 2023. 
 
DISCLAIMER: The information contained in this document is for general information purposes only and is not intended to be a source for legal, tax, or any other 
professional advice and should not be relied upon as such. This information is not intended to create, and the receipt of it by the reader does not constitute, an 
attorney-client relationship. All legal or tax questions or concerns should be directed to your legal counsel or tax consultant. Laws and regulations may change and 
UKG Inc. (“UKG”) cannot guarantee that all the information in this document is accurate, current or complete. UKG MAKES NO REPRESENTATION OR WARRANTIES 
WITH RESPECT TO THE ACCURACY OR COMPLETENESS OF THE DOCUMENT OR THE INFORMATION OR CONTENT CONTAINED HEREIN AND SPECIFICALLY DISCLAIMS 
ALL REPRESENTATIONS AND WARRANTIES INCLUDING BUT NOT LIMITED TO ANY EXPRESS OR IMPLIED WARRANTIES OF MERCHANTABILITY, SUITABILITY, OR 
COMPLETENESS OF THIS INFORMATION. TO THE EXTENT PERMITTED UNDER APPLICABLE LAW, NEITHER UKG, NOR ITS AGENTS, OFFICERS, EMPLOYEES, 
SUBSIDIARIES, OR AFFILIATES, ARE LIABLE FOR ANY DIRECT, INDIRECT, INCIDENTAL, SPECIAL, EXEMPLARY, OR CONSEQUENTIAL DAMAGES (INCLUDING 
PROCUREMENT OF SUBSTITUTE GOODS OR SERVICES, LOSS OF USE OR PROFITS, OR BUSINESS INTERRUPTION), EVEN IF THE UKG HAS BEEN ADVISED OF THE 
POSSIBILITY OF SUCH DAMAGES, ON ANY THEORY OF LIABILITY, WHETHER IN CONTRACT, STRICT LIABILITY, OR TORT, ARISING IN ANY WAY OUT OF THE USE OF OR 
INABILITY TO USE THIS INFORMATION. This document and the content are proprietary and confidential information of UKG. No part of this document or its content 
may be reproduced in any form, or by any means, or distributed to any third party without the prior written consent of UKG © 2023 UKG Inc.  All rights reserved. 


